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Corporate Monitors: How to Avoid One If Possible 
and How to Deal With One If You Must
By John F. Wood

CORPORATE MONITORS

Over the past 15 years, independent compli-
ance monitors have become increasingly com-
mon in Department of Justice (DOJ) resolutions 
of enforcement matters with corporations. Now, 
other federal agencies, state attorneys general, 
and even foreign government enforcement agen-
cies are beginning to require monitors as well. 
This trend serves only to increase the need for 
corporate executives to understand the corpo-
rate monitor phenomenon and how imposition 
of a monitor could affect their companies.

This article addresses several issues that 
should be at the top of corporate executives’ 
minds regarding monitorships—for example, 
what are the roles and responsibilities of a 
monitor, what steps a company can take to help 
avoid having a monitor imposed in the first 
place, how to work with a monitor if  one is 
appointed, and whether there is a risk that the 
monitors’ reports will become public.

What Is an Independent Compliance 
Monitor? 

Independent compliance monitors were used 
rarely prior to the corporate scandals of 2001 
and 2002. But following the scandals of Enron, 
WorldCom, Arthur Andersen, and other com-
panies, corporate criminal prosecutions became 
a much higher priority for DOJ. The high-water 
mark for corporate prosecutions was DOJ’s 
decision to seek and obtain an indictment of 

Arthur Andersen, which led to the demise 
of  the venerable accounting firm. The fall 
of Arthur Andersen, in turn, led to a more 
concerted effort by DOJ to utilize (when pos-
sible) means of punishing corporations that 
were less drastic than indictment. Accordingly, 
DOJ increasingly relied on deferred prosecu-
tion agreements and non-prosecution agree-
ments. Under these agreements, DOJ would 
agree not to move forward with a case against 
the company if  the company agreed to certain 
actions, which usually involve paying a hefty 
fine, taking remedial actions, enhancing the 
company’s compliance program, and preventing 
recurrence of the misconduct for some defined 
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period of time. Many of these agreements also 
included a provision requiring the appointment 
of a monitor. The monitor’s role was to review 
the company’s compliance with the terms of 
the agreement with DOJ for a defined period 
of time—usually two to four years (with three 
years being the most common). 

The use of  monitors quickly became con-
troversial. Some of the early monitors were 
perceived as overly intrusive, with monitors 
reviewing day-to-day activities of  the com-
panies to seek out any evidence of further 
misconduct. Along with that broad monitor 
role came great expense, with some monitors 
costing companies tens of  millions of dol-
lars. The corporations subject to the monitors 
complained that they had too little say in the 
selection of the monitors, who were unilaterally 
chosen and imposed by DOJ. This concern took 
on greater prominence with the appointment 
of  former Attorney General John Ashcroft 
to serve as monitor for Indiana-based medi-
cal supply company Zimmer Holdings. News 
reports indicated that Ashcroft’s contract was 
worth between $28 million and $52 million, 
and his appointment as monitor by then U.S. 
Attorney Chris Christie led some to charge 
that DOJ was showing political favoritism in its 
appointment of monitors.

DOJ took much of the steam out of the 
criticisms by releasing in 2008 a set of prin-
ciples to guide prosecutors in the selection and 
use of monitors. The principles explained that 
“[a] monitor’s primary role is to evaluate 
whether a corporation has both adopted and 
effectively implemented ethics and compliance 
programs to address and reduce the risk of 
recurrence of the corporation’s misconduct.” 
The principles further called for companies to 
have a greater role in the selection of the moni-
tors. Specifically, the principles stated that there 
should be a pool of three qualified candidates 
selected by the company, DOJ, or both, and that 
in many cases the company should submit its 
choice from among the three to DOJ for review 
and approval. Even in cases in which the selec-
tion process called for DOJ to play a greater 
role in selecting the monitor, the principles 

explain that DOJ should identify at least three 
acceptable monitor candidates and the com-
pany should choose from that list.

By making the monitor-selection process 
more competitive and giving the company 
greater say in the selection of monitors, DOJ 
has helped reduce the cost of monitorships, 
as monitor candidates now seek to be as cost-
effective as possible in an attempt to be chosen 
for these prestigious assignments. Perhaps even 
more importantly, the role of the monitors has 
been clarified to some extent. Although every 
monitorship is different, today monitors tend 
to be less focused on monitoring the day-to-day 
activities of companies in search of evidence 
of misconduct, but instead tend to be more 
focused on reviewing the overall effectiveness of 
the companies’ compliance programs as imple-
mented. This is not to say that disputes among 
monitors and the companies they monitor have 
gone away, as there have been several recent 
disputes in which companies have complained 
that their monitors have run amok. But overall, 
monitors have become less costly and less intru-
sive since DOJ released its guidance principles.

Monitors are expected to review the compa-
nies’ compliance programs (both on paper and 
in practice) and to assess the companies’ adher-
ence to their agreements with DOJ. In most 
cases, monitors are required to issue reports on 
a regular basis (often annually, but sometimes 
more frequently) to both the company and DOJ. 
Because the monitor is independent and not 
counsel to the company, these reports are not 
covered by the attorney-client privilege. They 
generally have been treated as confidential by 
both the companies and DOJ, but as explained 
later there have been recent efforts by the media 
and the public to obtain access to these reports.

Importantly, the DOJ principles apply only to 
DOJ-appointed monitors. As noted previously, 
many other enforcement agencies—including 
other federal and state agencies, as well as for-
eign government enforcement agencies—have 
begun requiring monitors as well. While in some 
cases those agencies look to DOJ’s principles for 
guidance, often they do not. Perhaps the most 
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notable example is the New York Department 
of Financial Services, which has imposed moni-
tors on several leading financial institutions that 
conduct business in New York.

Steps to Avoid the Appointment 
of a Monitor

Although monitorships have become less 
costly and less intrusive in recent years, the fact 
remains that no company has ever wanted to 
have a monitor imposed on it. There are several 
things that a company can do to reduce the 
chances of having a monitor imposed.

First, of course, a company should take steps 
to reduce the risk that it will violate the law at 
all. This requires having an effective compli-
ance program, both on paper and in practice. 
The program should include strong policies and 
procedures, training, clear and compelling mes-
sages from company leadership about ethics and 
compliance, due diligence on business partners, 
and a strong internal compliance organization, 
among many other things.

Second, no compliance program is perfect, 
so even companies with the best of intentions 
might find themselves in the government’s cross-
hairs. This is where the compliance program 
is critical once again. Even if  the compliance 
program did not prevent all misconduct, DOJ 
might deem it sufficiently effective that an inde-
pendent compliance monitor is not necessary. 
The most compelling issue for DOJ in determin-
ing whether to impose a monitor as a condition 
of settlement is whether DOJ has confidence in 
the company’s compliance program to prevent a 
recurrence of the misconduct. If  the compliance 
program is weak or still in development, DOJ is 
far more likely to require a monitor as a tool to 
help prevent and identify recidivism.

Third, some companies that are under investi-
gation and fear that DOJ will appoint a monitor 
choose to proactively hire an outside law firm 
or investigative firm to serve as an independent 
compliance consultant. This is not a sure-fire 
way to head off  the appointment of a monitor, 

but it may be seen by the government as a sign 
that the company has the matter under con-
trol. A self-imposed independent compliance 
consultant may be less intrusive and less expen-
sive than an independent compliance monitor 
required by the government and reporting on a 
regular basis to the government.

How to Deal with a Monitor 
If You Must Have One

No company wants to have a monitor, but 
some are far worse than others. A good moni-
tor can be relatively cost-effective, minimize 
disruption to business operations, and actually 
help make the company better in the long run. 
In contrast, a bad monitor can make corporate 
executives’ lives miserable. So it is critical that 
the company get a monitor who understands 
the company’s business realities and will seek to 
make the company better, rather than to make 
a name for the monitor or obtain a short-term 
windfall from the appointment. A company 
should consider not only a monitor candidate’s 
credentials, but also the monitor’s judgment, 
personality fit, and trustworthiness.

Once a monitor is in place, it is essential that 
the company be entirely honest and up front 
with the monitor. Even the most reasonable 
monitor will likely become intrusive if  the moni-
tor does not trust that the company is providing 
accurate and truthful information. Any effort 
to mislead the monitor or conceal information 
from the monitor will lead to distrust.

One of the best rules for dealing with a moni-
tor is a “no surprises” rule. A good monitor 
will understand that no compliance program 
is perfect. When the inevitable shortcomings 
or mishaps occur, the company is far better off  
telling the monitor of the occurrence and how 
the company is addressing it than to have the 
monitor find out by other means. But this “no 
surprises” rule should run in both directions—
the company should expect the monitor to 
inform the company of any shortcomings iden-
tified in the company’s compliance program and 
give the company an opportunity to address 
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them, rather than play “gotcha” by raising the 
concerns for the first time in a report to the 
government.

With mutual trust and a constant flow of 
information between the monitor and the com-
pany, the monitorship can actually help make 
the company better suited for the future, while 
minimizing costs and intrusion on business 
operations.

Are Monitors’ Reports Public?
As mentioned previously, the companies and 

DOJ generally treat monitors’ reports as confi-
dential, but there have been recent efforts by the 
media and the public to use the courts to gain 
access to these reports. The companies, DOJ, 
and the monitors themselves have all opposed 
such efforts to make the reports public. To date, 
two of these cases have reached the courts of 
appeals. In both cases the courts of appeals have 
concluded that the monitors’ reports are not 
“judicial records,” and therefore that the public 
does not have a First Amendment or common 
law right of access. But in some cases report-
ers have tried a separate route to get access 
to the reports—the Freedom of Information 
Act (FOIA). FOIA requires federal govern-
ment agencies to produce certain records when 
requested by the public, but the law contains 

several exemptions. Thus far, DOJ has invoked 
FOIA’s exemptions to avoid release of the moni-
tor reports, but reporters have challenged DOJ’s 
decision in court. Those cases are still being liti-
gated, thus creating some remaining uncertainty 
about whether the reports could ultimately be 
released.

The possibility of public release of monitors’ 
reports should cause great concern for the cor-
porate community. Those reports often contain 
very sensitive business information, as a good 
monitor will explain in the reports how the 
program works in actual business contexts. If  
the reports were to become public, it could have 
a chilling effect on communications between 
companies and their monitors in the future. 
Companies might be reluctant to share sensitive 
business information with their monitors for 
fear that it could be included in the monitors’ 
reports and ultimately released to the public. 
Likewise, a monitor who is sensitive to this con-
cern might limit how much detail the monitor 
puts in the reports, which in turn can reduce 
the amount of information that the government 
obtains regarding the monitor’s work.

The possibility that monitor reports could 
become public is all the more reason why com-
panies should take steps proactively to make 
sure that they never have to have a monitor in 
the first place.


